Setting Up WSO2 Enterprise Integrator Samples

This section describes the prerequisites and instructions on how to start WSO2 Enterprise Integrator with the
sample configurations, how to start the Axis2 server and deploy the sample back-end services to the Axis2 server,
as well as how to set up any listeners and transports that are required by the samples.

Once you have set up the samples, you can run them using the sample clients.

Prerequisites | Understanding the samples | Starting WSO2 Enterprise Integrator with a sample configuration | Depl
oying sample back-end services | Starting the Axis2 server | Configuring WSO2 Enterprise Integrator to use the
JMS transport | Configuring WSO2 Enterprise Integrator to use the mail transport | Configuring WSO2 Enterprise
Integrator to use the NHTTP transport | Configuring WSO2 Enterprise Integrator to use the FIX transport | Configuri
ng WSO2 Enterprise Integrator to use the VFS transport | Configuring WSO2 Enterprise Integrator to use the AMQP
transport | Configuring WSO2 Enterprise Integrator to use the TCP transport | Configuring WSO2 Enterprise
Integrator to use the UDP transport | Configuring WSO2 Enterprise Integrator for script mediator support | Setting up
the databases | Setting up Synapse DataSources | Using the sample clients

Prerequisites

1. Ensure that you have the following in your environment:
® Oracle JDK 1.7.%/1.8.*.
* JAVA_HOME environment variable is set to <JDK_HOME>.
® Apache Ant 1.7.0 or above.
® ActiveMQ or any other JMS provider to run the JMS samples.
2. Open a command prompt (or a shell in Linux) and go to the bi n directory of the distribution. Then run the an
t command to build the bui | d. xmi file.
3. Run WSO2 Enterprise Integrator in the DEBUG mode. To switch from the default INFO log messages to
DEBUG log messages, edit the <El _HOVE>/ conf /| og4j . pr operti es file and change the line | og4j . ca
t egory. org. apache. synapse=I NFOto | og4j . cat egory. or g. apache. synapse=DEBUG

Understanding the samples

The samples use several sample clients, configurations and sample back-end services in order to explain different
use cases. The diagram below depicts the interaction between the sample clients, WSO2 Enterprise Integrator and
the services at a high level. The clients are able to send SOAP/REST or POX messages over transports such as
HTTP/HTTPS or JMS with WS-Addressing, or WS-Security. They can send binary optimized content using MTOM,
SwA, binary or plain text JMS messages. After mediation through WSO2 Enterprise Integrator, the requests are
passed over to sample services.

Sample Clients: WS02 Enterprise Integrator
instance

with a
ant stockquote SOAP/REST/ sample configuration: SimpleStockQuoteService

Back-end Services:

ant jmsclient SecureStockQuoteService

ant optimize dient MTOMSwASampleService
wso2el-samples.sh

Starting WSO2 Enterprise Integrator with a sample configuration

To start the WSO2 Enterprise Integrator with a selected sample configuration
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1. Open a command prompt (or a shell in Linux) and go to the <El _HOVME>\ bi n directory.

2. Execute one of the following commands, where <n> denotes the number assigned to the sample.
® On Windows: wso2ei - sanpl es. bat -sn <n>
® On Linux/Solaris: . / wso2ei - sanpl es. sh -sn <n>

For example, to start the WSO2 Enterprise Integrator with the Sample 0 configuration on Linux/Solaris, run the
following command:

./wso2ei -sanpl es.sh -sn 0

The <El _HOVE>/ r eposi t or y/ sanpl es directory contains all the configuration files of the samples as synapse_
sanpl e_<n>. xnl files. Here again, <n> denotes the sample number of the sample you are running.

For example, the configuration file for Sample 0 is synapse_sanpl e_0. xm .

Deploying sample back-end services

The sample back-end services come with a pre-configured Axis2 server. These sample services demonstrate
in-only and in-out SOAP/REST or POX messaging over HTTP/HTTPS and JMS transports, using WS-Addressing
and WS-Security. The samples handle binary content using MTOM and SwA.

Each back-end sample service can be found in a separate folder in the <El _HOVE>/ sanpl es/ axi s2Server/src
directory. You need to compile, build and deploy each back-end service to the Axis2 server.

To build and deploy a back-end service

1. Open a command prompt (or a shell in Linux) and go to the required sample folder in the <El _HOVE>/ sanpl
es/ axi s2Server/ src directory.
2. Run ant from the selected sample directory.

For example, to build and deploy SimpleStockQuoteService, run the ant command from the <ElI _HOVE>/
sanpl es/ axi s2Server/ src/ Si nmpl eSt ockQuot eSer vi ce directory, as follows:

user @ost : /tnp/ wso2ei - 6. 0. 0/ sanpl es/ axi s2Server/src/ Si npl eSt ockQuot eServi ce$ ant
Buildfile: build. xm

bui | d-servi ce:
[jar] Building jar:

/tnp/ wso2ei -6. 0. 0/ sanpl es/ axi s2Server/ repository/services/ Si npl eSt ockQuot eServi ce
. aar

BUI LD SUCCESSFUL
Total tinme: 1 second

Sample back-end services explained

1. Sinpl eSt ockQuot eSer vi ce

This service has four operations:
® get Quot e (in-out) - Generates a sample stock quote for a given symbol.
® get Ful | Quot e (in-out) - Generates a history of stock quotes for a symbol for a number of days.
® get Mar ket Acti vi ty (in-out) - Returns stock quotes for a list of given symbols.
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® pl aceOr der (in-only) - Accepts a one way message for an order.

2. SecureSt ockQuot eSer vi ce
This service is a clone of the Si npl eSt ockQuot eSer vi ce, but has WS-Security enabled as well as an
attached security policy for signing and encrypting messages.

3. MrovBwASanpl eSer vi ce

This service has three operations:
® upl oadFi | eUsi ngMIrOM(in-out) - Accepts a binary image from the SOAP request as MTOM, and

returns this image back again as the response.
® upl oadFi | eUsi ngSwA (in-out) - Accepts a binary image from the SOAP request as SwA, and returns

this image back again as the response.
* oneWayUpl oadUsi ngMIOM(in-only) - Saves the request message to the disk.

This service also demonstrates the use of MTOM and SwA.

Starting the Axis2 server

For the samples, a standalone Apache Axis2 Web services engine is used as the back-end server, which is bundled
with the WSO2 Enterprise Integrator distribution by default.

Once each back-end service is deployed to the Axis2 server, you need to start the Axis2 server before executing the
sample client.

To start the Axis2 server

1. Open a command prompt (or a shell in Linux) and go to the <EI _ HOME>/ sanpl es/ axi s2Ser ver directory.

2. Execute one of the following commands
® On Windows: axi s2ser ver . bat
® On Linux/Solaris: ./ axi s2server. sh

This starts the Axis2 server with the HTTP transport listener on port 9000 and HTTPS on port 9002 respectively.

If you want to start multiple instances of the Axis2 server on different ports, run the following commands. Give
unique names to each server.

.l axi s2server.sh -http 9001 -https 9005 -nane MyServerl
.l axi s2server.sh -http 9002 -https 9006 -nane MyServer?2
.l axi s2server.sh -http 9003 -https 9007 -nane MyServer3

Running the commands as specified above will start three instances of the Axis2 server on HTTP ports 9001, 9002
and 9003 respectively.

Configuring WSO2 Enterprise Integrator to use the JMS transport

To run the JMS samples, you need to configure the JMS transport of WSO2 Enterprise Integrator with ActiveMQ
5.5.0 or higher. For instructions on configuring WSO2 Enterprise Integrator with ActiveMQ, see Configure with
ActiveMQ.

Configuring WSO2 Enterprise Integrator to use the mail transport

To enable the mail transport sender for the samples
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¢ Uncomment the mail transport sender configuration in the <El_HOME>/conf/axis2/ axi s2. xm file and
make sure it points to a valid SMTP configuration for an actual scenario.

<transport Sender nanme="nailto"
cl ass="org. apache. synapse. transport. nmail . Mi | Transport Sender" >
<par aneter nane="nail.sntp. host">sntp. gnai |l .conx/ paranet er >
<paraneter nanme="mail.sntp.port">587</paraneter>
<paraneter nane="mail.sntp.starttls.enabl e">true</paraneter>
<paraneter nane="nmmil.sntp.auth">true</ paraneter>
<paraneter nane="nail.sntp. user">synapse. deno. 0</ par anet er >
<par aneter nane="nail.sntp. password" >mai | passwor d</ par anet er >
<par aneter nane="mail.sntp.from >synapse. deno. 0@nui | . conx/ par anet er >
</transport Sender >

To enable the mail transport receiver for the samples
¢ Uncomment the mail transport receiver configuration in the <El _HOVE>/ conf / axi s2/ axi s2. xm file.
<transport Recei ver nanme="rmailto"

cl ass="org. apache. axi s2. transport. nai | . Mai | TransportLi stener">
</transport Recei ver >

You need to provide correct parameters for a valid mail account at the service level.

Configuring WSO2 Enterprise Integrator to use the NHTTP transport

WSO2 Enterprise Integrator uses the HTTP PassThrough Transport (PTT) as the default HTTP transport. Therefore,
the default axi s2. xmi file in <EI _HOVE>/ conf / axi s2 is PassThrough Transport enabled.

To run some of the samples, you need to configure WSO2 Enterprise Integrator to use the NHTTP transport as the
default transport.

To enable the NHTTP transport

1. Rename the axi s2. xm file in the <EI _HOVE>/ conf/ axi s2 directory to def aul t _axi s2. xm .
2. Rename the axi s2_nhtt p. xm file in the <El _HOVE>/ conf / axi s2 directory to axi s2. xnl .
3. Restart WSO2 Enterprise Integrator.

Configuring WSO2 Enterprise Integrator to use the FIX transport

To run the FIX samples, you need to have a local Quickfix/J installation. To download the latest version of
Quickfix/J, go to http://www.quickfixj.org/downloads

To enable the FIX transport sender and receiver

® Uncomment the FIX transport sender and FIX transport receiver configurations in the <El _ HOVE>/ conf / ax
i s2/ axi s2.xm file.

Configuring WSO2 Enterprise Integrator for FIX samples

In order to configure WSO2 Enterprise Integrator to run the FIX samples, you need to create the FIX configuration
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files.

You can find the config files in <EI _HOME>/ r eposi t ory/ sanpl es/ r esour ces/ fi x folder.

To create the FIX configuration files

1. Add the following entries in a file named f i x- synapse. cfg

[defaul t]

Fi | eSt or ePat h=reposi tory/l ogs/fix/store
Fi | eLogPat h=r epository/ |l ogs/fix/| og
Connect i onType=accept or

Start Ti mne=00: 00: 00

EndTi me=00: 00: 00

Hear t Bt | nt =30

Val i dOr der Types=1, 2, F

Sender Conpl D=SYNAPSE

Tar get Conpl D=BANZAI

UseDat aDi cti onary=Y

Def aul t Mar ket Pri ce=12. 30

[ sessi on]
Begi nString=FI X. 4.0
Socket Accept Port =9876

2. Add the following entries in a file named synapse- sender. cfg

[defaul t]

Fi | eSt or ePat h=repository/ | ogs/fix/data
Fi | eLogPat h=r eposi tory/ | ogs/fix/| og
Socket Connect Host =l ocal host

Start Ti me=00: 00: 00

EndTi me=00: 00: 00

Heart Bt | nt =30

Reconnect | nt erval =5

Sender Conpl D=SYNAPSE

Tar get Conpl D=EXEC

Connecti onType=i ni ti at or

[ session]
Begi nString=FI X. 4.0
Socket Connect Port =19876

The Fi | eSt or ePat h property inthe fi x-synapse.cfg file and synapse-sender.cfg file should point
to two different directories in your local file system. Once the samples are executed, Synapse will create FIX
message stores in these two directories.

Configuring sample FIX applications

If you use a binary distribution of Quickfix/J, the two samples and their configuration files are all packed to a single
JAR file called qui ckfi xj - exanpl es. j ar.

To configure sample FIX applications

1. Either modify the qui ckfi xj - exanpl es. j ar file or pass the new configuration file as a command line
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parameter.

To modify the qui ckfi xj - exanpl es. j ar file:
® Extract the JAR file, modify the configuration files and pack them to a JAR file with the same name
again.

To pass the new configuration file as a command line parameter:
® Copythe confi g files from the <ElI _HOVE>/ r eposi t ory/ sanpl es/ resour ces/ fi x directory to
the <@Q~J_HOME>/ et ¢ directory. Then execute the sample apps from <QFJ_HOVE>/ bi n,
./ banzai .sh/bat ../etc/banzai.cfg executor.sh/bat ../etc/executor.cfg.
2. Locate and edit the FIX configuration file of Executor to be as follows. This file is usually named execut or. c

fg

[defaul t]

Fi | eSt or ePat h=exanpl es/ t ar get/ dat a/ execut or
Connect i onType=accept or
Start Ti me=00: 00: 00

EndTi me=00: 00: 00

Hear t Bt | nt =30

Val i dOr der Types=1, 2, F
Sender Conmpl D=EXEC

Tar get Conpl D=SYNAPSE
UseDat aDi cti onary=Y

Def aul t Mar ket Pri ce=12. 30

[ sessi on]
Begi nString=FI X. 4.0
Socket Accept Port =19876

3. Locate and edit the FIX configuration file of Banzai to be as follows. This file is usually named banzai . cf g

[defaul t]

Fi | eSt or ePat h=exanpl es/ t ar get / dat a/ banzai
Connecti onType=initi ator

Sender Conpl D=BANZAI

Tar get Conpl D=SYNAPSE

Socket Connect Host =l ocal host

St art Ti mre=00: 00: 00

EndTi me=00: 00: 00

Heart Bt | nt =30

Reconnect | nt erval =5

[ sessi on]
Begi nString=FI X. 4.0
Socket Connect Port =9876

The Fi | eSt or ePat h property in the two files above should point to two different directories in your local file
system. The launcher scripts for the sample application can be found in the bin directory of the Quickfix/J
distribution.

For more information regarding the FIX sample applications, see http://www.quickfixj.org/quickfixj/usermanual/1.5.0/
usage/examples.html

For more information on configuring Quickfix/J applications, see http://www.quickfixj.org/quickfixj/usermanual/1.5.0/u
sage/configuration.html
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Configuring WSO2 Enterprise Integrator to use the VFS transport

To run some of the samples, you need to configure WSO2 Enterprise Integrator to enable the VFS listener and the
VFS sender. For instructions on configuring WSO2 Enterprise Integrator to use the VFS transport, see Enable the

VES transport.

Configuring WSO2 Enterprise Integrator to use the AMQP transport

To configure WSO2 Enterprise Integrator to use the AMQP transport, you need to have QPid version 1.0-M2 or
higher installed and started. You also need to copy the following client JAR files into the <EI _HOVE>/ r eposi tory

/1'i b directory to support AMQP. These files can be found in the | i b directory of the QPid installation.

gpid-client-1.0-incubating-M2.jar
gpid-common-1.0-incubating-M2.jar
geronimo-jms_1.1_spec-1.0.jar
slf4j-api-1.4.0.jar **
slf4j-log4j12-1.4.0.jar **

To configure FIX (Quickfix/J 1.3) with AMQP (QPid-1.0-M2), copy the sl 4j - * libraries that come with QPid
and ignore the sl 4j - * libraries that come with Quickfix/J.

To enable the AMQP transport over the JMS transport
1. Uncomment the JMS transport listener configuration.
To enable AMQP over JMS for WSO2 Enterprise Integrator:
® Update the <El _HOVE>/ conf/ axi s2/ axi s2. xm file by uncommenting the JMS transport
listener configuration.
To enable JMS support for the sample Axis2 server:

® Update the <ElI _HOVE>/ sanpl es/ axi s2Server/repository/conf/axis2. xm file by
uncommenting the JMS transport listener configuration.

<\!l--Uncoment this and configure as appropriate for JMS transport support, after
setting up your JMS environnent \-->

<transport Recei ver nane="jns">

</transport Recei ver >

<transport Sender name="j ns">
</transport Recei ver >

2. Locate and edit the AMQP connection settings file for the message consumer. This file is named di r ect . pr
operti es and can be found in the <EI _HOVE>/ r eposi t ory/ sanpl es/ r esour ces/ fi x directory.



https://docs.wso2.com/display/EI600/VFS+Transport#VFSTransport-EnableVFS
https://docs.wso2.com/display/EI600/VFS+Transport#VFSTransport-EnableVFS

WSO2 Interprise Integrator Documentation

java.naning.factory.initial =

org. apache. qpi d.j ndi . PropertiesFilelnitial ContextFactory

# regi ster sonme connection factories

# connectionfactory.[]jndi name] = [ Connecti onURL]
connectionfactory. gpi dConnecti onfactory =

angp: // guest:guest @l ientid/test?brokerlist="tcp://|ocal host: 5672

# Regi ster an AMQP destination in JND

# destination.[jniName] = [Bi ndi ngURL]

destination. direct Qeue =
direct://ang.direct// Qi dStockQuot eServi ce?routi ngkey=" Qpi dSt ockQuot eServi ce
destination.replyQueue = direct://ang.direct//replyQueue?routi ngkey='repl yQueue'

3. Locate and edit the AMQP connection settings file for WSO2 Enterprise Integrator. This file is named conn. p
roperties and can be found in the <EI _HOME>/ r eposi t ory/ sanpl es/ r esour ces/ fi x directory.

#initial context factory

\ #j ava. nam ng. factory.initial

=or g. apache. qpi d. j ndi . PropertiesFil el nitial Context Factory

# regi ster sonme connection factories

# connectionfactory.[jndinane] = [ Connecti onURL]

connectionfactory. qpi dConnecti onfact ory=angp:// guest: guest @l i enti d/test ?brokerl
st="tcp:/ /1 ocal host: 5672

# Regi ster an AMQP destination in JND

# destination.[jndi Name] = [Bi ndi ngURL]

destination. direct Queue=direct://anyg. direct// Qi dSt ockQuot eServi ce

Configuring WSO2 Enterprise Integrator to use the TCP transport

To enable the TCP transport for samples
® Open the <El _HOVE>/ conf / axi s2/ axi s2. xm file in a text editor and add the following transport
receiver configuration and sender configuration.

<transport Recei ver nane="tcp"

cl ass="org. apache. axi s2. transport.tcp. TCPTransportLi stener">
<par aneter nane="transport.tcp.port">6060</paraneter>

</transport Recei ver >

<transport Sender nane="tcp"
cl ass="org. apache. axi s2. transport.tcp. TCPTransport Sender "/ >

If you want to use the sample Axis2 client to send TCP messages, you have to uncomment the TCP transport
sender configuration in the <EI _HOVE>/ sanpl es/ axi s2Cl i ent/client _repo/ conf/axis2. xnl file.

Configuring WSO2 Enterprise Integrator to use the UDP transport

To enable the UDP transport for samples

® Openthe <EI HOME>/ conf/ axi s2/ axi s2. xm file in a text editor and add the following transport
configurations.
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<transport Recei ver nane="udp" class="org. apache. axi s2.transport. udp. UDPLi st ener"/>
<transport Sender nanme="udp" cl ass="org. apache. axi s2.transport. udp. UDPSender" />

If you want to use the sample Axis2 client to send UDP messages, add the UDP transport sender configuration in
the <EI _HOVE>/ sanpl es/ axi s2Client/client_repo/conf/axis2.xm file.

Configuring WSO2 Enterprise Integrator for script mediator support

The Script mediator is a Synapse extension. Therefore, pre-requisites for all BSF supported scripting languages
may not be bundled by default with the WSO2 Enterprise Integrator distribution. Before you use some of the script
mediators, you need to manually add the required JAR files to the <EI _HOVE>/ r eposi t ory/ | i b directory, and
optionally perform other installation tasks as required by the individual scripting language. The following section
describes this in detail.

JavaScript support

The JavaScript/E4X support is enabled by default and comes ready-to-use with the WSO2 Enterprise Integrator
distribution.

Ruby support

For Ruby support you need to install WSO2 Carbon - JRuby Engine for Mediation. This is available in the WSO2
P2 repository. Use the WSO2 Carbon Component Manager Ul in the management console to connect to the WSO2
P2 repository and install WSO2 Carbon - JRuby Engine for Mediation.

Alternatively, you can download and install the JRuby engine manually. Download the j r uby- conpl ete-1. 3. 0. w
so2vl. j ar file from the WSO2 P2 repository and copy it into the <EI _HOVE>/ dr opi ns directory.

Setting up the databases

To run the samples that involve database integration, you need to setup the databases, sample tables and reusable
data sources as required by the samples. Most samples require a remote Derby database, whereas a few samples
require a MySQL database.

Setting up with Apache Derby

For instructions on installing and configuring the remote Derby database, see Setting up the remote Derby
database.

When the database is installed and configured, you can create the sample tables and insert sample data into the
tables.

To create a new table in the database

¢ Execute the following statement.

CREATE t abl e conpany(nane varchar(10) prinmary key, id varchar(10), price double);

To insert sample data into the table

¢ Execute the following statement.
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I NSERT into conpany values ('IBM,"'cl",0.0);
I NSERT into conpany values ('SUN,'c2',0.0);
I NSERT into conpany val ues (' MSFT','c3',0.0);

Setting up with MySQL
For instructions on installing and configuring the MySQL database, see Setting up the MySQL database.

When the database is installed and configured, you can create the sample tables, insert sample data into the tables
and create the two stored procedures.

To create a new table in the database

® Execute the following statement.

CREATE t abl e conmpany(nane varchar (10) prinmary key, id varchar(10), price double);

To insert sample data into the table

® Execute the following statements.

I NSERT into conpany values ('IBM,"'cl',0.0);
I NSERT into conpany values ('SUN,'c2',0.0);
I NSERT i nto conpany val ues (' MSFT','c3',0.0);

To create the stored procedures
¢ Execute the following statements.
CREATE PROCEDURE get Conpany(conpNane VARCHAR(10)) SELECT nane, id, price FROM

conpany WHERE nanme = conpNane;
CREATE PROCEDURE updat eConpany(conmpPri ce DOUBLE, conpName VARCHAR(10)) UPDATE

conpany SET price = conpPrice WHERE name = conpNane;

Setting up Synapse DataSources

Definition of a reusable database connection pool or datasources can be done using the dat asour ces. properti

es file. It is possible to configure any number of datasources. Currently only two types of datasources are supported
and those are based on the Apache DBCP datasources. The two types are Basi cDat aSour ce and Per User Pool

Dat aSour ce (based on Apache DBCP). The following configuration includes both definitions.

dat asour ces. properties configuration
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g g e e e e e e e e e e e e
# Dat aSources Configuration

\ R g g R R R R R R R R R R R R R R R R A
synapse. dat asour ces=| ookupds, r eportds

synapse. dat asources. i cFact ory=com sun. jndi.rm .regi stry. Regi stryCont ext Factory
synapse. dat asour ces. provi der Port =2199

# If following property is present , then assunes that there is an external JND
provider and will not start a RM registry

\ #synapse. dat asources. provider Ul =rm ://|ocal host: 2199

synapse. dat asour ces. | ookupds. regi st ry=Menory

synapse. dat asour ces. | ookupds. t ype=Basi cDat aSour ce

synapse. dat asour ces. | ookupds. dri ver Cl assNanme=or g. apache. derby. jdbc. CientDriver
synapse. dat asour ces. | ookupds. url =j dbc: derby: / /1 ocal host: 1527/ 1 ookupdb; cr eat e=f al se
# Optionally you can specifiy a specific password provider inplenmentation which
overrides any globally configured provider

synapse. dat asour ces. | ookupds. secr et Provi der =or g. apache. synapse. conmobns. security. secret
. handl er. Shar edSecr et Cal | backHandl er

synapse. dat asour ces. | ookupds. user nane=esb

# Dependi ng on the password provider used, you may have to use an encrypted password
here\!

synapse. dat asour ces. | ookupds. passwor d=esb

synapse. dat asour ces. | ookupds. dsNane=| ookupdb

synapse. dat asour ces. | ookupds. maxAct i ve=100

synapse. dat asour ces. | ookupds. max! dl e=20

synapse. dat asour ces. | ookupds. maxWai t =10000

synapse. dat asour ces. reportds. regi st ry=JNDI

synapse. dat asour ces. reportds. t ype=Per User Pool Dat aSour ce

synapse. dat asour ces. reportds. cpdsadapt er. f act ory=or g. apache. cormons. dbcp. cpdsadapt er. D
ri ver Adapt er CPDS

synapse. dat asour ces. report ds. cpdsadapt er. cl assNane=or g. apache. cormons. dbcp. cpdsadapt er
. Dri ver Adapt er CPDS

synapse. dat asour ces. report ds. cpdsadapt er. nane=cpds

synapse. dat asour ces. r eport ds. dsNane=r eport db

synapse. dat asour ces. reportds. dri ver Cl assNanme=or g. apache. derby.jdbc. CientDriver
synapse. dat asources. reportds. url =j dbc: derby:/ /1 ocal host: 1527/ reportdb; creat e=fal se

# Optionally you can specifiy a specific password provider inplenentation which
overrides any gl obally configured provider

synapse. dat asour ces. reportds. secret Provi der =or g. apache. synapse. cormons. security. secret
. handl er. Shar edSecr et Cal | backHandl er

synapse. dat asour ces. report ds. user nane=esb

# Dependi ng on the password provider used, you nay have to use an encrypted password
here\!

synapse. dat asour ces. reportds. passwor d=esb

synapse. dat asour ces. r eportds. naxActi ve=100

synapse. dat asour ces. r epor t ds. max! dl e=20

synapse. dat asour ces. r epor t ds. max\Wai t =10000

The configuration is similar to the | og4j appender configuration.

It requires two databases, follow the steps in the section above to create the two databases j dbc: derby://1 oca
| host: 1527/ 1 ookupdb and j dbc: derby://1ocal host: 1527/ reportdb using the user name and
password as esb. Fill in the data for the two databases as described in the section above.

To secure data sources password, you should use the mechanism for securi ng secret | nfornation. If that
mechanism is used, the passwords that have been specified are considered as aliases and those are used for
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picking actual passwords. To get password securely, you should set the password provider for each data source.
The password provider should be an implementation of the following:

® org. apache. synapse. commons. security. secret. Secret Cal | backHandl er .

To run this sample

® Uncomment secret-conf. properties,cipher-text. properties and dat asources. properti es.
These files can be found in the <El _HOVE>/ r eposi t or y/ conf directory.

Using the sample clients

After setting up the samples, you can run them using sample clients. The sample clients can be executed from the <
El _HOVE>/ sanpl es/ axi s2d i ent directory by specifying the relevant ant command.

You can execute ant from the <El _HOVE>/ sanpl es/ axi s2Cl i ent directory, in order to view the available
sample clients and some of the sample options used to configure them.

This section describes the sample clients in detail.

Stock quote client

This is a simple SOAP client that can create and send stock quote requests, as well as receive and display the last
sale price for a stock symbol.

The required stock symbol and operation can be specified as follows:

ant stockquote [-Dsynbol =I BM MSFT| SUN| . . ]
[ - Drode=quote | custonguote | fullquote | placeorder | marketactivity]
[ -Daddurl =http://1 ocal host: 9000/ soap/ Si npl eSt ockQuot eSer vi ce]
[-Dtrpurl=http://Iocal host: 8280]
[-Dprxurl=http://1ocal host: 8280]
[-Drest=true]
[ - Dwsrn¥t rue]
[-Dpolicy=../../repository/sanpl es/resources/policy/policy_1.xm]

The stock quote client is able to operate in the smart client mode, gateway/dumb client mode as well as proxy
client mode, and can send the payloads listed below as SOAP messages:

® quote - Sends a quote request for a single stock as follows. The response contains the last sale price for the
stock which would be displayed.

<m get Quote xm ns: m="http://services. sanpl es/ xsd" >
<m r equest >
<m synbol >| BM/ m synbol >
</ mrequest >
</ m get Quot e>

® customquote - Sends a quote request in a custom format. WSO2 Enterprise Integrator would transform this
custom request into the standard stock quote request format and send it to the service. Upon receipt of the
response, it would be transformed again to a custom response format and would be returned to the client,
which will then display the last sales price.
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<nD: checkPri ceRequest xm ns: nD="http://services. sanpl es/ xsd" >
<nD: Code>synbol </ nD: Code>
</ nD: checkPri ceRequest >

® fullquote - Gets quote reports for the stock over a number of days (for example, for the last 100 days of the

year).

<m get Ful | Quote xm ns: me"http://services. sanpl es/ xsd" >

<m r equest >
<m synbol >I BM/ m synbol >

</ mrequest >
</ m get Ful | Quot e>

® placeorder - Places an order for stocks using a one way request.

<m pl aceOrder xm ns: n"http://services. sanpl es/ xsd" >

<m or der >
<m price>3. 141593E0</ m pri ce>

<m quantity>4</m quantity>
<m synbol >l BM&/ m synbol >
</ m order >
</ m pl aceCOr der >

®* marketactivity - Gets a market activity report for the day (for example, quotes for multiple symbols).

<m get Market Activity xm ns: n¥"http://services. sanpl es/ xsd">
<m r equest >
<m synbol >l BM&/ m synbol >

<m synbol >MSFT</ m synbol >
</ mrequest >
</ m get Mar ket Acti vity>

Smart client mode

The addur | property sets the WS-Addressing EPR, and the t r pur | sets a transport URL for a message.
Therefore, by specifying both properties, the client can operate in the smart cl i ent mode, where the addressing
EPR can specify the ultimate receiver, and the transport URL set to WSO2 Enterprise Integrator ensures that any
mediation required takes place before the message is delivered to the ultimate receiver. For example:

ant stockquote -Daddurl =<addressi ngEPR> - Dtr purl =<ei >

Gateway/dumb client mode

By specifying only a transport URL, the client operates in the dunb cl i ent mode, where it sends the message to
WSO2 Enterprise Integrator and depends on WSO2 Enterprise Integrator rules for proper mediation and routing of

the message to the ultimate destination.
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ant stockquote -Dtrpurl =<ei>

Proxy client mode

The client uses the pr xur| as an HTTP proxy to send the request. Therefore, by setting the pr xur| to WSO2
Enterprise Integrator, the client ensures that the message is sent to WSO2 Enterprise Integrator for mediation. The
client can optionally set a WS-Addressing EPR if required.

ant stockquote -Dprxurl =<ei> [-Daddurl =<addr essi ngeEPR>]

Generic JMS client

This is a client that can send plain text, plain binary content, or POX content by directly publishing a JIMS message
to a specified destination. The JMS destination name should be specified with the j ns_dest property. The jms_ty
pe property can be text, binary or pox to specify the type of message payload.

The plain text payload for a text message can be specified through the payl oad property. For binary messages, the
pay!| oad property will contain the path to the binary file. For POX messages, the payl oad property will hold a stock
symbol name to be used within the POX request for stock order placement request.

ant jnsclient [-D nms_type=text]

[ - D ms_dest =dynani cQueues/ JMSText Proxy] [ - Dj ns_payl oad="24.34 100 | BM']

ant jnsclient [-D nms_type=pox] [-Dj ns_dest=dynani cQueues/ JMSPoxPr oxy]

[- D ns_payl oad=NMSFT]

ant jnsclient [-D nms_type=binary] [-Dj ns_dest=dynam cQueues/ JNMSFi | eUpl oadPr oxy]
[-Djms_payload=./../../repository/sanpl es/ resources/ nt om asf -1 0go. gi f]

Note

Be sure that you have ActiveMQ or any other JMS provider installed to run the JMS samples.

Optimize client

This is a client that can send a binary image file as a MTOM or SwA optimized message, and receive the same file
again through the response and save it as a temporary file. The opt _node can be nt omor swa respectively for the
optimization. Optionally, the path to a custom file can be specified through the opt _fi | e property, and the
destination address can be changed through the opt _ur | property if required.

ant optimzeclient [-Dopt_npbde=ntom | swa]
[ -Dopt _url=http://1ocal host: 8280/ soap/ MTOVBWASanpl eSer vi ce]
[-Dopt _file=./../../repository/sanples/resources/ntom asf-1o0go.gif]

FIX client
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This is a client that can post a FIX message of type Order-Single embedded into a SOAP message.

ant fixclient -Dsynbol =IBM -Dqty=5 - Dnode=buy
- Daddur | =http://1 ocal host : 8280/ soap/ Fl XPr oxy

JSON client

This is a client that can send get-quote requests using the JSON content interchange format over HTTP.

ant jsonclient
[ - Daddurl =http://1 ocal host: 8280/ servi ces/ JSONPr oxy]
[ - Dsymbol =DELL]
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